
 
 

 
 

 
Network I/O V4.1 Installation Notes 

 
Required for this Upgrade SSL Partcode 

SSL Network I/O - Controller V1.10.9.41095  

SSL Network I/O - Firmware Updater V1.10.42678   

Audinate Dante Firmware Update manager  

Audinate Dante Controller V4.2.3.1  

SB 8.8 SSL_Stagebox_8In_8Out-4-1-25840.dnt 

SB i16 SSL_Stagebox_16In-4-1-25840.dnt 

SB 32.24 (network A card) SSL_SB_32_24_ A-4-1-26041.dnt 

SB 32.24 (network B card) SSL_SB_32_24_ B-4-1-26041.dnt 

SB 16:12 (network A card) SSL_SB_16_12_ A-4-1-26041.dnt 

SB 16:12 (network B card) SSL_SB_16_12_ B-4-1-26041.dnt 

A16.D16 SSL_A16_D16-4-1-25796.dnt 

A32 SSL_A32-4-1-25796.dnt 

D64 SSL_D64-4-1-25796.dnt 

GPIO32 SSL_GPIO32-4-1-25796-release.dnt 

PCIe-R pcieSSL-4.0.10.5_fpga-4.2.0.9.dnt 

 
This document contains essential information 

Please read it carefully before making any attempt to upgrade the system  
The order in which updates are performed is critical  
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Visit SSL at www.solidstatelogic.com  
 

All rights reserved under International and Pan-American Copyright Conventions 
 
 

SSL®, Solid State Logic® and Tempest® are ® registered trademarks of Solid State Logic 
 
 

Dante™ and Audinate™ are trademarks of Audinate Pty Ltd 
Windows® is a registered trademark of Microsoft Corporation 

 
All other product names and trademarks are the property of their respective owners and are hereby 

acknowledged 
 
No part of this publication may be reproduced in any form or by any means, whether mechanical or 

electronic, without the written permission of Solid State Logic, Oxford, OX5 1RU, England 
    

As research and development is a continual process, Solid State Logic reserves the right to change 
the features and specifications described herein without notice or obligation. 

    
Solid State Logic cannot be held responsible for any loss or damage arising directly or indirectly from 

any error or omission in this manual. 
 

 
PLEASE READ ALL INSTRUCTIONS, PAY SPECIAL HEED TO SAFETY WARNINGS. 

 
E&OE 
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First release  July 2020 
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http://www.solidstatelogic.com/
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Important Notes 
 
All units to be updated must be powered on and visible on your Primary Dante network with IP 
addresses in the same subnet as the PC used to perform the update. Addresses can be verified in the 
Device Info tab of Dante Controller.  
 
The following software must be installed on the PC used to perform the update: 
 

● Network I/O Updater V1.10.42678 
● Audinate Dante Firmware Update Manager V3.10 
● Audinate Dante Controller V4.1.0.5 

 
All SSL specific software will be provided in the update package. Third party software and user 
manuals are available to download free of charge from the following links: 

Audinate Dante Controller  
https://www.audinate.com/content/dante-controller-v4231-windows  

 
Audinate Dante Firmware Update Manager 
https://www.audinate.com/products/firmware-update-manager 

 
Microsoft .NET  

Network I/O Controller and Network I/O Updater require that .NET Framework V4.5.2 or later is 
installed. .NET is updated automatically as part of the Windows Update process.  If your version of 
windows does not include .NET, please visit: 
https://www.microsoft.com/net/download/dotnet-framework-runtime 
 
A table of software and firmware version compatibility is included on page 7 of this document. 

  

https://my.audinate.com/content/dante-controller-v4231-windows
https://www.audinate.com/products/firmware-update-manager
https://www.microsoft.com/net/download/dotnet-framework-runtime
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Firmware Update Procedure 
SB 8.8, SB i16, SB 32.24, SB 16.12, A16.D16, A32, D64, GPIO32 and PCIe-R 
 
IMPORTANT: 
 
It is critical that SSL control & ADC/DAC card firmware is updated prior to Dante firmware updates 
being applied.  Please ensure all stageboxes are at the required version using the SSL Network I/O 
Updater application before updating Dante firmware. 
 

SSL control and ADC/DAC Card Firmware Update 

 
1. Connect a network cable from a switch in the Dante Primary Network to the PC being used 

to perform the update. 
 

2. Launch the Network I/O Updater application in administrator mode (right-click and select 
run as administrator). 

 
3. The application will discover all net IO device on the network and display the currently 

installed firmware version. If an update is necessary, the required version will be displayed, 
and the Update button will become available.  Press and hold the Update button to begin 
programming firmware.  This update will take around 10-15 minutes depending on the unit 
being updated. You may monitor the update in the progress bar. 

 
 

 
 
 

 

 

4. Once programming is complete, click OK and power cycle the unit to complete the update.  
  
 
  



Network I/O V4.1 Installation Notes 
 

Page 5 

Dante Firmware Update 

 
1.  Connect a CAT5e/Cat6 network cable from a switch in the Dante Primary Network to the 

PC being used to perform the update. 
 
2.  Launch Dante Firmware Update Manager, select the network interface being used to 

connect to the Dante network and click next. 
 

 
 

 
3.  Select the correct.dnt firmware file for your unit using the browse button in the dialogue 

box. Leave the Override Device Matching option unchecked, then click next. 
 

 

 
 

Model .dnt firmware file 

SB 8.8 SSL_Stagebox_8In_8Out-4-1-25840.dnt 

SB i16 SSL_Stagebox_16In-4-1-25840.dnt 

SB 32.24 (network A card) SSL_SB_32_24_A-4-1-26041.dnt 

SB 32.24 (network B card) SSL_SB_32_24_B-4-1-26041.dnt 

SB 16:12 (network A card) SSL_SB_16_12_A-4-1-26041.dnt 

SB16:12 (network B card) SSL_SB_16_12_B-4-1-26041.dnt 

A16.D16 SSL_A16_D16-4-1-25796.dnt 

A32 SSL_A32-4-1-25796.dnt 

D64 SSL_D64-4-1-25796.dnt 

GPIO32 SSL_GPIO32-4-1-25796-release.dnt 

PCIe-R pcieSSL-4.0.10.5_fpga-4.2.0.9.dnt 
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4.  Dante Firmware Update Manager will discover devices on the network which the selected 
firmware file is compatible with. Select the devices you wish to update using the 
checkboxes to the left of device names and click Start. 

 

 
 
5.  Once programming is complete, the unit must be rebooted. 
 The current firmware version may be verified in the Status tab in Dante Controller Device 

View. Version numbers are listed at the end of this document.   
 
Installing SSL Network I/O Controller 
The latest version of SSL Network I/O Controller must be installed on any PCs which may be used to 
control Network I/O units on the network. Newer Network I/O firmware is not backwards 
compatible with older controller software. 
 
Locate and run the Network I/O Controller installer in the update package, and follow the on-screen 
prompts to install or update to the latest version.    

 

 
 

Please Note: In some cases (usually when multiple versions of the SSL software software and different versions of V3 and V4 
Audinate Dante Controller have been installed) Windows doesn't correctly keep track of which program has installed the 
service in which order, and cannot correctly uninstall the Dante services. In these rare cases it may be necessary to manually 
uninstall all the SSL programs and Dante Controller before installing the new versions that utilise the V4.0 DAPI. In this case 
check in Windows program manager that the Dante services uninstall with the last program, it is advisable to reboot your 
machine between uninstalling everything and installing the new versions.  
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Software and Firmware Version Compatibility Overview  
 
Numbers in bold denote new versions.  
 

Part V3.1 Package V4.0 Package V4.1 Package 

Audinate Dante Controller  V4.1.0.5 V4.2.3.1 V4.2.3.1 

Audinate Dante Firmware Updater V3.10 V3.10 V3.10 

Network I/O - Controller V1.9.5.36535 V1.10.9.41095 V1.10.9.41095 

Network I/O - Updater V1.8.2.32892 V1.9.12.41291 V1.10.42678 

Net I/O 
Stageboxes 

SB i16 and SB8.8 - Main PCB 
Firmware  

23927 23927 23927 

SB i16 - .dnt firmware V2.4.24199 V2.5.25840 V2.5.25840 

SB 8.8 - .dnt firmware V2.4.24199 V2.5.25840 V2.5.25840 

SB 32.24 - Main PCB Firmware 24250 24250 26181 

SB 32.24 card A - .dnt firmware V1.4.24196 V1.4.24196 V4.1.26041 

SB 32.24 card B - .dnt firmware V1.4.24196 V1.4.24196 V4.1.26041 

Net I/O 16.12 SB 16.12 - Main PCB firmware 24759 25547 26181 

SB16.12 card A - .dnt firmware V1.4.24761 V1.5.25796 V4.1.26041 

SB16.12 card B - .dnt firmware V1.4.24761 V1.5.25796 V4.1.26041 

Net I/O A16.D16 A16.D16 - Main PCB firmware 24250 25547 25547 

A16.D16 - .dnt firmware V1.4.24196 V1.5.25796 V4.1.25796 

Net I/O A32 A32 - Main PCB firmware 24250 25547 25547 

A32 - .dnt firmware V1.4.24196 V1.5.25796 V4.1.25796 

Net I/O D64 D64 - Main PCB firmware 24250 25547 25547 

D64 - .dnt firmware V1.4.24196 V1.5.25796 V4.1.25796 
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NET I/ O GPIO32 GPIO32 - Main PCB firmware  25547 25547 

 GPIO32  - .dnt firmware  V1.5.2796 V4.1.25796 

The following Net I/O items are not part of this package but version compatibility is included for completeness  

Net I/O MADI-
Bridge 

Front Panel FW & SW indication V3.4.24204.24799 V3.4.24204.24799 
or later 

V3.4.24204.24799 
or later 

Flash Firmware  24799 24799 24799 

.dnt firmware  24204 24204 24204 

Net I/O PCIeR PCIeR - .dnt firmware V1.0.1 V4.0.7.2 V4.0.10.5 FPGA 

4.2.0.9.dnt 

 Audinate Dante PCIe driver    V1.8.0.3 Mac 

V1.8.0.1 Windows 

Net I/O SDI and 
AES units 

Network I/O - Manager  V1.8.2 V2.0 V2.0 

SDI and AES Unit Main PCB Flash 
Version  

V2.0.3.2 V2.1.0.3 V2.1.0.3 

SDI - .dnt firmware  V0.3.1.1 V1.0.0.1 V1.0.0.1 

AES - .dnt firmware  V0.3.1.1 V1.0.0.1 V1.0.0.1 

SSL System T Console Software  V2.1 V2.3.17/19 V3.0.12 

SSL Live Console Software V4.8 V4.10.17 V4.10.17 

 
Please Note: The .dnt version numbers are displayed in Dante Controller Device View window, in the 
Status tab. The specific version number for the SSL .dnt file can be found in the Software Version 
field, in the Solid State Logic Device Information area.   
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Troubleshooting 
 
If devices are unable to be detected by either Dante Firmware Update Manager or SSL Network I/O 
Updater software, ensure the IP address of the devices in question are in the same subnet as the PC 
being used to perform the update. 
 
If network connectivity problems are experienced, a full power cycle of the unit in question typically 
re-establishes full connectivity.   
 
If the instructions to power cycle have not been followed and the unit has been soft rebooted from 
Dante Controller after the updates performed, it has been seen that the device cannot be seen in 
Dante Controller or the front panel “RUN” Led shows red, indicating a network fault.    
 
The device will still show a green connected light on its rear network interface but will not be visible 
in Dante Controller and will not appear in the SSL Network I/O Updater software.  
 
To resolve this connection issue, remove both power cables from the back of the device ensuring the 
device has completely powered down, then reconnect the power cables and allow the device to 
boot. The device should now be seen in both Dante Controller and SSL Network I/O Updater. 
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Software Licence Agreement 
 
Solid State Logic trading as Solid State Logic (‘SSL’) is willing to license this Network I/O software and 
accompanying documentation for this product (the ‘Software’) to the customer (the entity that 
purchased the product and software) on the condition that you read and accept all of the terms in 
this agreement. Please read the terms below carefully. By continuing to install the software and 
using the enclosed information to license the software you acknowledge that you have read and 
understood the agreement and agree to be bound by its terms and conditions. If you do not agree to 
these terms, discontinue the installation process and contact your local SSL representative for 
advice. 

Licence 

SSL hereby grants you a non-exclusive licence to install and use the Software. You may copy the 
software only for backup purposes, provided that you reproduce all copyright and other proprietary 
notices that are on the original copy of the Software. 

Restrictions 

SSL retains the right, title and interest in and to the Software, and any rights not granted to you 
herein are reserved by SSL. You may not reverse engineer, disassemble, decompile, or translate the 
Software, or otherwise attempt to derive the source code for the Software, except to the extent 
allowed under applicable law. If applicable law permits such activities, any information so discovered 
must be promptly disclosed to SSL and shall be deemed to be the confidential proprietary 
information of SSL. Any attempt to transfer any of the rights, duties or obligations hereunder is void. 
You may not rent, lease, loan or resell for profit the Software, or any part thereof. You may not 
reproduce, distribute or create derivative works of the Software. 

Limitation of Liability 

In no event will SSL or its suppliers be liable for profits or other consequential, incidental or special 
damages however arising, including negligence, in connection with the software or this agreement, 
even if SSL has been advised of the possibility of such damages. In no event will SSL’s liability in 
connection with the Software, regardless of the form of action, exceed £100. 

Indemnity 

You agree to defend and indemnify SSL against all claims, losses, liabilities, damages, costs and 
expenses, including legal fees, which SSL may incur in connection with your breach of this 
Agreement. 

General 

The Software is a commercial item. This Agreement is governed and interpreted in accordance with 
the laws of the United Kingdom. 
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